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Static Application Security Testing (SAST)
Static application security testing parses and analyzes your application code to search for potential security issues.
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• SemGrep
• Veracode SAST
• Fortify by MicroFocus
• CheckMarx 
• SonarQube/SonarCloud
• Beyond BeSecure
• DevCore by SecApps
• Brakeman (ruby only)
• BugScout
• CAST MRI
• Codacy
• Code.scan by Autorabit (SalesForce only)
• CodeSonar by GrammaTech
• Contrast Scan
• Coverity by Synopsis
• Dawnscanner (ruby only)
• DeepDive (JVM only)

• DeepSource.io
• DerScanner
• Enlightn (laravel only)
• Find Security Bugs (java only)
• Fluid Attacks
• Bandit (python)
• PT Application Inspector from Positive 

technologies
• API Contract Security Audit by 42Crunch
• Agnitio (manual assistance)
• .Net Security Code Scanner 
• GolangCI-Lint (Go lang only)
• Google CodeSearchDiggity
• Graudit (grepping rather than SAST)
• AppScan Source & CodeSweep
• Horusec
Special thanks to OWASP for this list!
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GitLab SAST
HuskyCI
Insider CLI
Kiuwan
Klocwork
Kroogal
LGTM
Microsoft FxCop
Microsoft PREFast
MobSF (Mobile only)
NextGen Static Analysis
Nodejsscan (node js only)
Nucleaus Core
Offensive360
Oversecured
OWASP ASST 
Parasoft Test
PITSS-CON

PMD
Polyspace Static Analysis
Psalm
PT Application Inspector
Puma Scan
PVS-Studio Analyzer
Pyre
Reshift
RIPS Code Analysis
SecureAssist (Synopsys)
Security Code Scan
Semgrep
Sentinel Source
ShiftLeft Scan 
Snyk Code
SonarCloud /SonarQube
Spectral

Spectral
SpotBugs
Static Reviewer
Thunderscan SAST
VS Code OpenAPI (Swagger) 
Editor extension
Insignary Clarity
DeepScan
Special thanks to OWASP for this list!


